
 

 

  

Data protection policy 
 



 

Ölgerðin Egill Skallagrímsson hf. (also referred to as the “company” and “us”) has committed itself to ensuring 

reliability, confidentiality and the security of personal information that is used within the company. This data 

protection policy applies to the personal information pertaining to individuals who are in business with the 

company, visitors to the Visitor Centre, contractors, contacts that represent legal entities in business with the 

company, consumers who contact the company, contacts at the company’s suppliers and other contacts 

(hereinafter jointly and collectively referred to as “you”). 

This data protection policy is intended to inform you of which personal information the company collects, how 

the company uses such personal information and who is able to access the information. 

If you have questions as to how this policy pertains to you, please contact the CIO, or send an e-mail to 

personuvernd@olgerdin.is for further information. 

1. Purpose and legal requirement 

Ölgerðin seeks to meet all aspects of the Data Protection Act, and this policy is based on Act No. 90/2018 on 

Data Protection and the Treatment of Personal Information (“the Data Protection Act”), with later 

amendments. 

2. What is personal information? 

Personal information as pertains to this policy includes any information on an identified or identifiable 

individual, i.e., information that can be traced directly or indirectly to a specific individual. Data that cannot 

be traced to a specific individual is not considered personal information. 

3. Personal information of clients processed by Ölgerðin  

We collect and store different types of personal information on our clients. The personal information collected 

on you may vary depending on whether you are in business with Ölgerðin yourself or whether you represent 

a legal entity in business with the company.   

The following are examples of personal information which Ölgerðin processes on individuals in business with 

the company: 

• Contact information, such as names, phone numbers and e-mail addresses. 

• National ID No. 
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• Credit rating information. 

• Information from communications. 

• Account information.  

• Business contracts; and 

• Information on collections activities.  

The following are examples of personal information which Ölgerðin processes on individuals representing legal 

entities in business with the company: 

• Contact information, such as names, phone numbers and e-mails. 

• E-mail for service survey. 

• Communication history.  

• Information on surety; and  

• Information on the credit rating of the person authorised to sign for the company.   

In addition to the information above, Ölgerðin may also collect and process additional information that 

customers or representatives/contacts of customers provide the company as well as information necessary to 

its operations. The information is processed primarily in order to meet contractual obligations toward the 

company’s clients but also on the grounds of our legal interest in ensuring that the company’s customers 

receive good service, e.g., via the review of complaints and the conducting of customer surveys.  

As a general policy, Ölgerðin acquires personal information directly from a customer or the customer’s 

contact. Information may, in some instances, come from a third party, i.e., Credit Info in cases where an 

individual requests credit account transactions from the company. If personal information is acquired from a 

third party in any other case, the company will seek to inform the customer of such.  

Information on customers and the representatives/contacts of customers are kept for four years following the 

end of business. If it pertains to information subject to the Act on Accounting, the information is kept for seven 

years following the end of the respective fiscal year. Information from customer complaints may be kept 

longer, i.e., if the complaint indicates that a product had negative effects on health.  



 

4. Personal information processed by Ölgerðin on visitors to the Visitor Centre 

Upon registering for a workshop or other event at the Visitor Centre, we request information on you, including 

your name and contact information, for the purpose of managing registration. During registration, you may 

also choose whether your information will be included on a mailing list used to draw attention to new features 

at the Visitor Centre. 

The information is processed, on the one hand, on the basis of your contract with Ölgerðin on participating in 

an event held by the Visitor Centre and on the other hand, based on consent.   

Information on names and contact information are kept no longer than four years from the date of the 

workshop. E-mail addresses are kept on the mailing list until approval is withdrawn, which can be done 

through the unregister button in the newsletter. You may always revoke your approval. 

5. Personal information processed by Ölgerðin on suppliers’ contact information  

The processing of personal information on supplier’s contacts may be necessary to meet the company’s 

contractual obligations toward the respective supplier, and the company has a legal interest in doing to so for 

the purpose of simplifying communications and improvement co-operation with suppliers. The information in 

this regard is as follows: 

• Contact information, including name, phone number and e-mail address. 

• Title of employment; and 

• Information from communications.  

In addition to the information above, Ölgerðin may also collect and process additional information that 

contacts themselves provide the company. The information is generally acquired directly from the contact but 

may also be acquired directly from the supplier.  

Information on contacts is deleted or updated when the company is notified that changes have been made to 

contact information. The aforementioned information is kept for no longer than four years after the end of 

the contract between the company and the supplier unless the information is subject to the acts on accounting 

or customs.  

 



 

6. Personal information processed by Ölgerðin on contractors 

We collect personal information on contractors working for the company, and that information is processed 

in accordance with the nature of the projects the respective contractor is working on for the company.  

The following are examples on information that Ölgerðin may collect on you as a contractor so that the 

company can meet its obligations on the basis of the contractor agreement: 

• Contact information, such as name, national ID No., phone number and e-mail address. 

• Information on education, training, and experience; and 

• Account information. 

In addition to the information above, Ölgerðin may also collect and process additional information that 

contractors themselves provide to the company, as well as information that is necessary to its operation, i.e., 

information from the security systems of Ölgerðin’ s buildings.  

If you work for the company in a role of influence, the company also uses personal information from your 

social media accounts and conducts performance reviews following campaigns based on the company’s legal 

interests.   

The information is generally acquired directly from you but may also be acquired directly from a third party, 

e.g., a consulting firm that analyses the effectiveness of social media campaigns. The company may also 

provide personal information to comparable consulting firms for the purpose of analysing co-operation 

efforts.  

Information on contractors is kept for no longer than four years after the end of a project unless the 

information is subject to the act on accounting, in which case information is kept for seven years following the 

end of the respective fiscal year. Should the company decide to keep the information for longer on contractors 

that have worked for the company, approval is sought.  

7. Personal information processed by Ölgerðin on consumers  

Ölgerðin receives various queries and comments from consumers, e.g., through e-mail and the company’s 

Facebook page, that contain personal information. Should you send the company a complaint, we may have 

a legal interest in holding your contact information, i.e., name, phone number and e-mail address, in order to 

follow up on your notification and in some instances provide compensation for damages or faulty products.  



 

Information provided to the company from consumers is kept by the company for no longer than four years 

after the notification was made unless the correspondence indicated that health damages were caused, which 

provides reasoning to keep the information for longer.  

8. Personal information processed by Ölgerðin on other contacts  

In its operations, the company also collects communications from various contacts, e.g. from the institutions 

and authorities with which the company has regular communications. This is done on the basis of the 

company’s legal interests in simplifying communications, and the information is either updated or deleted as 

is called for at any given time.  

9. Electronic surveillance on Ölgerðin premises 

For the purpose of security and asset protection and based on the legal interests of Ölgerðin, security cameras 

are used to conduct surveillance on company premises. The use of security cameras is indicated through the 

appropriate signage. 

Should you, as a contractor, have access to secure areas of the company’s buildings, information on your 

movements through the building may also be collected in the interest of security and asset protection.  

Information collected through electronic surveillance is kept no longer than 90 days.  

10. Submission to third parties  

Ölgerðin may submit your personal information to third parties in connection with their contractual 

relationship with the company. As an example, information on you may be provided to a consulting firm 

relating to a customer survey, to a collections service relating to past-due invoices or to a transport company 

relating to the distribution of products.  

Your personal information may also be provided to a third party to the extent permitted or required by the 

relevant laws or rules, i.e., to the Customs Authority or the Tax Directorate relating to their monitoring 

obligations pertaining to alcohol production and import.  

Personal information may also be provided to a third party that provides us with information technology 

services or other services relating to production and is a part of the company’s operations. These parties may 

be located outside of Iceland. Ölgerðin will not, however, submit information outside the European Economic 

Area unless it is permitted on the basis of the relevant personal information laws, i.e., on the basis of standard 



 

contract terms, your approval or the Data Protection Agency’s register of states that provide adequate 

protection of personal information. 

In closing, your personal information may also be handed over to the extent permitted or required by the 

relevant laws or rules or in response to legal actions such as searches, subpoenas, or court rulings. 

11. How is the security of personal information guaranteed?  

Ölgerðin aims at taking the relevant technical or organisational action to protect personal information, with 

particular consideration for its nature. These actions are intended to protect personal information from being 

lost or accidentally altered or from unauthorised access, copying, use or distribution. Examples of security 

measures taken by Ölgerðin are controlled access to the company’s systems. 

12. Changes and corrections to personal information  

It is important that the information used by Ölgerðin is both correct and relevant. Therefore, it is important 

that the company is notified of any changes that may occur to your personal information. 

You have the right to the correction of your unreliable personal information. In consideration of the purpose 

of processing of personal information, you also have the right to have incomplete information on you 

completed, including through the provision of further information. 

Please direct any updates to the CIO or send an e-mail to personuvernd@olgerdin.is for further information. 

13. Your rights pertaining to the personal information processed by the company 

You have the right to receive confirmation as to whether or not we process your personal information, and if 

so, you may request access to your information and information on how the processing takes place. You may 

also have the right to receive a copy of the information. Under certain circumstances, you may request that 

the company send information that you yourself have provided, or which has come from you, directly to a 

third party.  

Under certain circumstances, you may request your personal information be deleted without delay, for 

example when the storing of information is no longer necessary to fulfil the purpose of the procedure or 

because you revoke your approval for the processing of personal information, provided no other permission 

provides the basis of such processing.  
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Should you not want your information deleted, i.e., because you need it to defend yourself in a claim, but 

nevertheless want it to be processed no further by the company, you may request that its processing is 

restricted. 

If the processing of your personal information is based on the legal interests of the company, you also have a 

right to object to that processing.  

The aforementioned rights are, however, not implicit. There may be laws in place that oblige the company to 

deny your request to delete or access data. The company may reject your request based on the rights of the 

company, i.e., on the basis of copyrights, or the rights of other parties, i.e., on the right to privacy, should the 

company find that those rights take precedent. 

Should a situation arise where the company cannot meet your request, the company will seek to explain why 

the request was denied, with consideration, however, for restrictions based in legal obligations.  

14. Queries and complaints to the Data Protection Agency 

If you seek to exercise your rights as described in Article 13 of this policy or if you have questions regarding 

this data protection policy or how the company treats your personal information, please contact the CIO, or 

send an e-mail to personuvernd@olgerdin.is.  

If you are dissatisfied with the company’s processing of personal information, you may notify the Data 

Protection Agency (www.personuvernd.is). 

15. Communications information 

We have appointed the CIO to monitor the execution of this data protection policy. 

Contact information for the company: 

Ölgerðin Egill Skallagrímsson hf. 

Grjótháls 7-11 

110 Reykjavík 
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16. Review 

Ölgerðin may change this data protection policy in accordance changes to the relevant law or regulation or in 

accordance with changes in how the company uses personal information.  

Any changes that may be made to the policy take effect after the updated version has been published on the 

company’s website.   

This data protection policy was enacted on 15.05.2018. 

 

 


